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The powers of ordinary men are circumscribed by the everyday worlds in which they live, yet even in these rounds of job, family, and neighborhood they often seem driven by forces they can neither control nor govern… The very framework of modern society confines them to projects not their own, but from every side… changes press upon the men and women of mass society, who accordingly feel that they are without purpose in an epoch in which they are without power.

But not all men are in this sense ordinary.  As the means of information and power are centralized, some men come to occupy positions in American society from which they can look down upon, so to speak, and by their decisions mightily affect, the everyday worlds of ordinary men and women… they are bound by no one community.  They need not merely ‘meet the demands of the day and hour’; in some part, they create those demands, and cause others to meet them. Whether or not they profess their power, their technical and political experience of it far transcends that of the underlying population.

--C. Wright Mills, The Power Elite, p. 3.

American society has experienced tremendous changes since C. Wright Mills published these words in 1956.  The United States has transformed from an industrial to a post-industrial economy; it has entered an Information Age where power is measured, in part, by the collection and manipulation of data; and its potential for concentrating authority in the hands of an unaccountable elite is beyond the boundaries of anything Mills could have imagined when he wrote his book.

The Power Elite documented three hierarchies of power in the United States: the military establishment, the corporate structure, and the appointed political bureaucracy.  According to Mills, these structures shared several similarities.  First, they were beyond the reach of elected officials who occupied the “middle levels of power” and had little control over the most important decisions made in the United States.  Mills cites as examples here the decisions to use atomic weapons in World War II and to intervene in Korea
.  Second, these structures were oligarchies in the sense that power flowed downward to the population, but never upward in terms of popular control.  Mills notes how elites’ actions often resulted in the “destruction and creation of institutional structures”, depending upon which would allow them to maintain control over political decisions
.  Third, the individuals who occupied the top levels of power represented an “interlocking directorate” who knew each other, and who exchanged positions at the top levels of these structures.  A prime example is Robert McNamara, who served at the top of the corporate hierarchy at Ford Motor Company, moved to the top of the military hierarchy as Secretary of Defense, and then moved to the top of the appointed political hierarchy by becoming head of the World Bank
.  Finally, Mills noted that there also existed “celebrities” whose function it was to “distract the attention of the public or afford sensations to the masses
”; while these individuals did not occupy the top levels of power, they occasionally lent their prestige to them.

While Mills’s analyses of the dominant power hierarchies may appear dated, his descriptions of the structure of power in America are still relevant.  For this paper will argue that the transformations experienced by American society have prompted the decline of the appointed political, military, and corporate elites, replacing them with hierarchies composed of elites who manage information for the purposes of  knowledge, news, and entertainment—three groups which Robert Reich describes under the heading of  “symbolic analysts”
.   These individuals now operate in a milieu which is global rather than national, and which allows for the concentration of power beyond what Mills could conceive.

The cyber elite

In a post-industrial society, power is amassed through the collection, manipulation, and dissemination of information.  If a small group of individuals attain a monopoly on these functions, they will have a monopoly on power in a given society.  The traditional means by which authority was accrued—through politics, finance, or force—will necessarily be suborned by the control and projection of knowledge.  For this reason, the traditional hierarchies Mills described, of appointed political, corporate, or military power, are being transformed, and somewhat superseded, by hierarchies in the entertainment, information management, and news media fields.   Indeed, the projection of traditional forms of power has come to rely upon the latter means of influence.

One irony of this revolution is that it potentially opens the top positions to diverse groups.  

Unlike the popular stereotype which pictures the Cyber Elite as white and male, even a cursory examination of the most successful symbolic analysts shows females, and African- and Asian-Americans among their numbers.  Similarly, the fastest growing segment of Internet users in the United States are Hispanics, despite incomes which are generally lower than the national norm.  

Finally, in high school fields where advanced scientific research is stressed, females outnumber males by two to one, suggesting that the Cyber Elite will become even less male and Caucasian in the near future.  These findings, while heartening with respect to certain issues of diversity, nonetheless do not detract from our original argument.  For a diverse Cyber Elite still manifests the characteristics of an unaccountable elite, albeit with different faces perhaps in the top positions.

One means by which we reached this point was through a digital revolution of computers and the Internet.  If one considers knowledge processed in a form useful to the consumer or citizen as the “product” in an Information Age, then there are several options which individuals could have for accumulating influence through the Net
.  The first option would be to control the “means of production” by licensing the software used to translate raw data into usable form.  Branscomb notes how controlling these programs would be equivalent to controlling the Internet: “Now the most obvious candidates for ownership [of the Net] in the future are some of the major software companies, led by the most obvious and most pervasive, Microsoft
.”  If a group of individuals could “own the Net” in this manner, it would be the virtual equivalent of Britain ruling the seas for their own profit in an earlier era of imperialism.

Another means of accumulating influence on the Net would be to control access to cyberspace, without necessarily “owning” it.  As one analyst observes:

I think it’s more like asking who owns the earth’s navigable waters.  Because in a way, I think the Internet and cyberspace is a lot like what our seafaring ancestors faced when they went out sailing-- they saw water as a means to get places, to conduct commerce, to discover far-off lands, to bring back spices and slaves.  And in the process they created maritime and admiralty laws, rules of the sea, and regularly battled pirates.  It sounds like what a lot of people on the Internet, and certainly those in government and industry, are trying to do today, which is create the rules of the highway or the rules of the Internet and cyberspace 
.

It would be naive, however, to assume that the individuals making the rules of access for the Net would create conventions which did not preserve some advantage for their respective positions.  The efforts of such groups as the World Intellectual Property Organization, for instance, are directed towards making sure that copyrighted material which is available on the Net does not get distributed without the requisite charges.  While such protections are no doubt necessary to guarantee that commerce can occur on the Net, it clearly serves the interests of those who have a monopoly on the information or images which are so protected.

A response to these criticisms might be that access to the Net and the World Wide Web, once established, tends to be free for most of the services provided.  Although the on-line services do charge for access, one could argue that this is no more limiting than charging for phone calls or other forms of communication.  In fact, most companies  provide their search services “free of charge”, and support their efforts through advertising placed upon the headings of the various search engines.  

However, there are indications that this situation may be changing, particularly regarding the specialized information needed by consultants and experts in various fields.  First, while the Net and the World Wide Web provide a huge quantity of information, the quality of that information, especially when it must be used in making authoritative decisions about resource allocations, is questionable.  As a result, “users looking for extremely specialized information will have to pay for it
.”  Second, the corporations themselves are beginning to exercise some degree of “quality control” over the contents, usually from a perspective that serves their own purposes.  As one analyst stated about the Magellan service on the Net:

The art of looking for and finding information is truly an art and not a science.  At Magellan, our focus is on adding value to content, not just by going into Internet resources, but by actually evaluating them, rating them, and helping people to decide which resource would be most helpful to them... we have a unique ability to recognize very strong intellectual capital, to bring it onto the Net, and to publish that content in a new way... we do believe that people will be prepared to pay for value-added information as it becomes more accessible on the Net
.

How might this contribute to a form of cyber-based elitism, though?  One answer lies in the individuals who would have access to the quality information.  If it is a truism that knowledge is power in an Information Age, it is equally certain that accurate knowledge is the only true source of such power.  This insight shifts the image of the Net from a resource all can access equally (assuming that all citizens ever would have equal access) to one which requires experts to “filter” the wheat of useful data from the chaff of misinformation.  But further, our very notions of  “accuracy” can be manipulated by those who are providing this information.

It is in this manner that new structures of power might arise, led by a class of elites who specialize in selling access, information, and advice using the Net.  This class is described by Robert Reich, in his essay  “Why the Rich Get Richer, and the Poor Get Poorer”, as “symbolic analysts” whose products dominate the global economy:

symbolic analysts at the top are in such demand worldwide that they have difficulty keeping track of their earnings.  Never before in history has opulence on such a scale been gained by people who earned it, and done so legally.

Among symbolic analysts in the middle range are American scientists and researchers who are busily selling their discoveries to global enterprise webs.  They are not limited to American customers... America’s ubiquitous management consultants... are being sold for large sums to eager entrepreneurs in Europe and Latin America... American design engineers are providing insights to Olivetti, Mazda, Siemens, and other global webs; American marketers, techniques for learning what worldwide customers will buy; American advertisers, ploys for ensuring that they actually do
.
These “symbolic analysts”, whom Reich defines as those with the ability to “manipulate oral and visual symbols” in a manner customers desire, have the most to benefit from cyberspace.  Indeed, they constitute a class whose activities are similar to those described in classic definitions of elite dominance and national imperialism.  By licensing the software to organize raw data into a usable form, companies like Microsoft basically “sell back” other individuals’ original information in a processed, more expensive composition.  The only difference with the original core/peripheral relationship between nations, in which the one nation exploited another’s resources and then sold them back as more expensive manufactured goods, is that here the rights to the means of production are guaranteed through licensing rather than outright ownership in the producer’s own country.

Similarly, the experts who offer advice in a variety of different areas are also taking the “raw material” of data from the original customers, and selling it back as processed information at a higher cost.  Those symbolic analysts in the entertainment and news industries often function in the same way, using materials or locations accessible to others to produce goods they will sell at higher prices.  The reason why these individuals may be poised to practice a form of economic “cyberimperialism”, though, does not relate to their activities alone, but to the resources on the Web which allow them to pursue their trade on a global level.  As Reich notes, “The most important reason for this expanding world market and increasing global demand for the symbolic and analytic insights of Americans [as well as other nations’ symbolic analysts] has been the dramatic improvement in worldwide communication and transportation technologies... A new invention emanating from engineers in Battelle’s laboratory in Columbus, Ohio can be sent almost anywhere via modem, in a form that will allow others to examine it in three dimensions through enhanced computer graphics” (ibid.:265). 

Still, these activities do not qualify as elitist unless they involve some form of political, economic, or resource domination as a result, either intended or unintended.  Here, Reich argues that the global market for symbolic analysts made possible by such instruments as the Net, has created three distinct classes within nations: the symbolic analysts, the routine producers who work in the old manufacturing industries, and the in-person servers who are service workers in businesses from banking to dry cleaning.  Of these, only the symbolic analysts are thriving; the global market for their services and products ensures that they are well compensated (ibid.:261).  However, the other two classes are rapidly losing ground, just as the citizens in peripheral nations lost ground under earlier forms of national imperialism.

As such, differential development once again serves the class who masters the means of production; but in this case, the product being sold in a cybersociety is information and images, flowing from a core of elites to a periphery of non-elites working in the traditional industries.  The newly conjoined industries of news, entertainment, and data manipulation define a cyberspace complex through their linkages; this complex is formed as an interlocking directorate of the individuals who share interests and fill the top positions in these hierarchies.  

This “directorate“, like the earlier ones Mills describes, share personnel across the three areas of news, entertainment, and data manipulation.   Microsoft‘s venture into news broadcasting with the station MSNBC, and Steven Jobs‘s dual roles at Apple Computers and the computer animation company Pixar are just two examples of these interrelationships.  The global reach of the Net and the World Wide Web has created a privileged class whose power reaches beyond national borders:
An elite will be needed, but this elite will be the structure of a new imperialism.  It will not be an imperialism of a nation but an imperialism of a new group would be internationally minded by structure.  And the Net will certainly be a tool.  Actually, I said they would be nomads.  They will form a virtual tribe of a new elite
.
The power of simulation

The new elites’ power is not generated solely from expertise and the globalization of markets.  Rather, it has its source in the ability to control the dissemination and organization of information, which is the basis of power in the post-industrial society.  The symbolic analysts of the news media, information management, and entertainment industries control increasingly greater proportions of the knowledge individuals receive in their lives—knowledge that they must use to make the political, social, and consumer decisions that will determine their futures.  

As media mergers continue with software and Internet distributors, the sources of information are becoming less diverse and more representative of the new elite.  As such, the power which accrues to the Cyber Elite will flow, not only from their abilities to make decisions, but from their abilities to control the choices with which citizens are presented.

Nowhere is this power more clearly manifested than in the Cyber Elite’s control over “simulations.”  Much has been written about how modern weapons training and video games are nearly one and the same, and how their common technology helps alienate both the soldier and the child, respectively, from any consequences which modern weaponry might have.   

Most of these discussions argue that the threat occurs when individuals become incapable of distinguishing between simulated and actual reality—i.e. between the villain in the video game and the flesh and blood human beings on the battlefield.

However, Jean Baudrillard, in his book Simulcra and Simulation suggests that the simulation will become reality; that is, that simulations have no relationship to anything real, but as images become entities themselves.  As he states: 

The real is produced from miniaturized cells, matrices, and memory banks, models of control—and it can be reproduced a number of times.  It no longer needs to be rational, because it no longer measures itself against an ideal or negative existence… It is a hyperreal, produced from a radiating synthesis of combinatory models in a hyperspace without atmosphere

While Baudrillard overstates his case in many instances, arguing that, for the most part, all that is left of many parts of our lives are simulations, he does point to an increasing tendency in many areas of concern.  To the extent that the Cyber Elite control the creation of simulations through the use of information technologies, they have profound effects upon our political and social lives.  In this paper, we will illustrate this point by focusing upon the Strategic Defense Initiative, or “Star Wars”, in the United States as an example of such effects.

Methodology
This paper attempts to explore three main themes.  First, it argues that the dominant power structures in American society have changed since Mills wrote.  It documents the decline of the appointed political, military, and corporate hierarchies in favor of new power structures based upon the collection and control of information.  Second, it argues that Mills’s assumptions about the structure of elite power remain true.  Indeed, the problems of interlocking directorates and unaccountable power have increased due to the increased complexity of means of access to power, as the indirect and direct relationships between entertainment, news media, and internet access grow.  Third, it argues that “celebrity” in all fields—sports, entertainment, even intellectual achievement—has come to be measured by its ability to translate itself into profit, and hence, increased power, for the Cyber Elite.   Indeed, their value lies in their positions as “front persons” to give the cyberspace complex a humane visage by lending their celebrity and reputations to the enterprises of the Cyber Elite.   This tendency has translated into the creation of global celebrities who are recognized more as symbols than for the talents they display, such as Michael Jordan.

The paper will then perform a brief case study to show how the traditional military, appointed political, and corporate hierarchies become dependent upon the Cyber Elite, even as they make decisions which affect the public directly.  This paper will study the American actions regarding the Strategic Defense Initiative as an example of such effects.  The next section will illustrate theoretically how the traditional appointed political, corporate, and military hierarchies have now become sub-systems within a global system of power; they retain significant influence, but they occupy the “middle levels of power”, overseen at the top levels by the new elite.  The case study will follow this summary.

The decline of the appointed political hierarchy and the rise of symbolic analysts

The appointed political hierarchy’s power over Americans’ lives was based primarily on the assumption that the forces affecting most people would remain national.  As these forces have become globalized, the capacity of all public officials, appointed or elected, to retain control has diminished.  They have flowed instead to a global elite whose reach and market is international, and who therefore need not obey limits imposed by national boundaries.  Further, in order to maintain its position in the global economy, a nation’s leaders must defer to these global trends; hence, elected officials must, in turn, defer to the elites who define and shape these trends.

Nowhere is this tendency clearer than in the creation of international labor markets beyond the reach of national policies or protections.   There was a peculiar irony in the World Trade talks that occurred in Seattle, Washington recently, and the demonstrations that they prompted.  The protesters took issue with talks designed to expand trade without assuring the rights and protections of workers; the national representatives displayed their ineffectiveness by being unable to reach the most minimal of agreements regarding the regulation of world trade.   In effect, trade relations already established by global elites had grown beyond the power of national governments to control, and the demonstrators demanded that this particular barn door be closed after that horse had already left.

The decline of the corporate hierarchy and the rise of symbolic analysts

It would appear at first glance that the one institution that has thrived in the Information Age is the modern corporation.  The Cyber Elite is often seen as a new entrepreneurial class that creates and heads up companies in the tradition of the Carnegies and Rockefellers.  However, the traditional corporate hierarchy  linked the fate of the managers and CEOs on top and the workers on the bottom.  During the industrial era, those on top of the economic ladder in a given nation could not afford to limit the compensation for workers on the lower rungs, for fear of losing their markets.  As a result, in individual nations, relationships between labor and top management tended towards some limited degree of equity, and whatever exploitation did occur would follow the traditional theories of imperialism by exporting it to other countries.  

With a global market for goods and services, however, those at the top of the economic ladder no longer consider their economic fate to be tied to the fate of workers in their own nations.  

Under these conditions, manufacturing jobs can be exported overseas without undue harm to the symbolic analysts who sit atop the economic hierarchy (ibid.:265-266).  Such moves reduce job opportunities in core nations, while improving the living standards in peripheral nations only marginally, due to low wages.  The traditional corporate structure has given way to a global elite creating a global labor force whose conditions are of little concern to those on top.

The decline of the military hierarchy and the rise of symbolic analysts

The NATO bombing of Bosnia in retaliation for Milosovic’s actions in Kosovo represented the first “Internet War.”  This term refers, not to the weapons deployed (in which NATO had undisputed superiority), but to the battle waged for international support over the Internet through sites controlled by the two sides in the conflict.  Indeed, NATO forces were finally only able to declare victory by destroying the Bosnian television transmitters, which were being used to broadcast images of their defiant population, and by setting up competing Internet sites to counter the other side’s propaganda initiatives
. 

This example illustrates how modern warfare has changed the dominant role the American military establishment once held in the society.  The military hierarchy’s previous role depended upon its demonization of the Soviet Union, and Communism in general, as threats which required constant vigilance and sacrifice to combat.  Now, their power depends upon two factors: their capacity to fight international terrorism, a battle which depends upon collecting, monitoring, and controlling information; and their capacity to present military engagements with several degrees of removal from the public, almost as mass entertainment.  In both capacities, their actions have become circumscribed by the symbolic analysts who control the organization of information and the manipulation of symbols necessary to sustain public support for the military
.  Absent the monolithic Communist threat, the military must depend upon the information gatherers’ abilities to discover threats, or the image creators’ capacities to generate them.

The strategic defense initiative: a case study in simulation and cyber power

The discussion of the United States’ Strategic Defense Initiative begins with the administration of President Ronald Reagan in 1981.  At that time, strategic analysts were attempting to construct a justification for a new arms race with the Soviet Union.  The Strategic Defense Initiative (SDI) was posited as an alternative to the present nuclear strategy of deterrence and Mutually Assured Destruction (MAD).  Deterrence strategy was based upon the idea that both the United States and the Soviet Union had sufficient nuclear arms to destroy the other, and that therefore these weapons would never be used.  The problem with this strategy was that it did not provide a justification for a new nuclear buildup, which the administration desired.  Hence, SDI was posited as an alternative to deterrence; SDI began as a space-based anti-missile system, which would search out and destroy incoming enemy missiles before they could harm the United States.  The original plan called for laser technology to serve this purpose (hence, the nickname “Star Wars”, in reference to George Lucas’s vision of laser weapons in his films of the same name).  The plan went through several versions, up until the present, where American conservatives call for the deployment of an anti-missile system based around land-based projectiles which would knock out incoming missiles.  There is, however, one problem regarding the deployment of this system. The system does not exist.

In fact, the system has never existed, and even the most rudimentary tests have failed 70 percent of the time.  However, in one sense, the system does exist—as a simulation.  Indeed, the simulations of this system have become increasingly more sophisticated as its actual deployment has become more out of reach.  In order to understand how this simulation came to be a reality affecting all of the traditional elite hierarchies, one must trace the development of this simulation.

Deterrence and the strategic defense initiative: the evolution of a simulation

Baudrillard correctly describes deterrence strategy as a simulation according to his definition of the term.  If one begins with the assumption that nuclear war is made unthinkable by the preponderance of weapons on two sides, then the strategizing and nuclear gaming that go into deterrence strategy are simulations for a war that cannot, and hence, will not exist.  At the same time, though, it has profound effects upon our lives:

The balance of terror is never anything but the spectacular slope of a system of deterrence that has insinuated itself from the inside into all the cracks of daily life… The most significant of our behaviors is regulated by neutralized, indifferent, equivalent signs, by zero-sum signs like those that regulate the “strategy of games”… this deterrence comes from the fact that even the real atomic clash is precluded—precluded like the eventuality of the real in a system of signs. The whole world pretends to believe in the reality of this threat (this is understandable on the part of the military, the gravity of their exercise and the discourse of their “strategy” are at stake), but it is precisely at this level that there are no strategic stakes
.

One might add that not only the military, but also the appointed political and corporate hierarchies had extensive stakes in this simulation-—the former because it enhanced the position of politicians by “proving” that they were dealing with issues of profound importance
, and the latter because it allowed them to profit from military contracts for the expensive weapons which were the subject of these simulations.  The irony of SDI was that it created a competition between simulations in order to justify stimulating an arms race when deterrence strategy had caused some to suggest “building down” nuclear arsenals, or “freezing” them as they were
.

If “Star Wars” began as an alternative to deterrence strategy, it soon became a simulation of its own; in fact, it began its public existence at the most rudimentary level of simulation—as a child’s drawing.  Prior to the introduction of SDI to a skeptical American public, several advertising agencies were bidding for a contract to create a public relations campaign to sell the program.  At stake were billions of dollars in military contracts that would be doled out to American manufacturers and scientists.  Several of these manufacturers, and other interests, invested millions of dollars in this campaign, and the winning ad turned out to be one of the simplest.  In the advertisement, which ran on American television, a child’s picture of a house and a few figures representing a mother, father, and child are shown on the screen.  A child’s voiceover tells how there is no “defense” against nuclear weapons in the United States, but how President Reagan was calling for the nation to develop a shield to protect the nation (and ostensibly, the house and family in the drawing).  This “space shield” is then represented as a rainbow in the sky which reaches over the home and figures like a dome, protecting them from harm.

The ads, along with a prime time speech by Reagan, proved decisive.  Public opinion shifted in favor of the program, and the United States poured billions of dollars into research and development of SDI.  Along with this research came ever more sophisticated simulations of the weapons systems.  Television networks produced stories about the system with computer animated rockets shooting lasers at incoming missiles and destroying them before they could threaten the United States.

As the simulations became more sophisticated, however, the actual development of the system receded further from completion.  The system proved too complex, relying upon the perfect operation of too many subsystems, to be workable.  Instead of being abandoned, however, the simulation metamorphosed into other forms.  The present version of this system involves projectiles that can track, and be launched at, incoming missiles with sufficient accuracy to destroy them before they re-entered the earth’s atmosphere. 

The significance of this development is that it represents the competition between two simulations which have taken on existences of their own, regardless of the intentions of the political, military, and corporate elites who supposedly control them.  Deterrence is a simulation because the reality it represents (nuclear war) is unthinkable, and hence, unreal.  SDI disrupts the symbolic logic, and thereby the simulation, of deterrence, but it too is unreal.  In fact, even the politicians who were responsible for its inception could not agree on its value, and therefore, it basic reality.  As Frances Fitzgerald noted, Secretary of State George Shultz and National Security Advisor Robert McFarlane saw the system as a bargaining chip for Soviet strategic arms.  For them, they were trading nothing for something, or as Shultz told Reagan “It would be like giving them the sleeves off our vest
.”  For Secretary of Defense Casper Weinberger, however, SDI was a means of scrapping an anti-ballistic missile treaty signed in 1972, and building up offensive and defensive weapons; for Weinberger and others, Star Wars was a significant part of American military strategy
.   As for Reagan, we will perhaps never know how he perceived the system, although Garry Wills argues that the President saw Star Wars as an embodiment of American good intentions, a “silver bullet” which shot the “gun” out of the villain’s hand without harming him or others unduly
. 

Hence, Star Wars versus MAD becomes a struggle between two simulations, with a price tag of hundreds of billions of dollars.  The necessary question, though, is who controls these simulations?  One’s first response, of course, is the political, military, and corporate elites who benefit from them.  However, once the project takes on its own existence separate from these individuals’ intentions (since their intentions are dissimilar, and contradictory), the circumstances are reversed.  Whereas these simulations first served the traditional elites, now the traditional elites serve the simulation.  It becomes impossible for individuals in any of the three hierarchies to admit that their images represent an undoable task.  Hence, the power runs to those who create the simulations—the Cyber Elite who are responsible for presenting increasingly sophisticated images of an unworkable weapons system to the American public.

This scenario has the potential to be recreated in other areas of American life, including our social interactions and our political choices.  As long as the Cyber Elite has significant control over the images which will dominate our thinking, they have the extensive power over the public and the traditional elite hierarchies which have come to depend upon them for their existence.   What, then, are possible counter-forces to a group which is capable of creating images that direct our sense of knowledge and meaning?

Rethinking “our space” in cyberspace

While the Internet and the World Wide Web might become nearly all things to all peoples, aiding in the democratization of many parts of the world, they have also created the potential to concentrate power in the hands of a few individuals.  On the one hand, information of all kinds and quality have flourished, enabling citizens to benefit, and helping us to make decisions that affect us personally, both as individuals and as members of an emerging world community.  On the other hand, if these resources are controlled by a few, or if a small group comes to dominate the images which are generated across borders, information and choices may be taken away or corrupted.  If our lives are to be shaped by worldwide information networks, there must be accountability for those who design and profit from those networks.

These circumstances raise several important questions: what will be the relationship of the Cyber Elite to the rest of humanity?  Is it to be a kind of disguised totalitarianism, or will there remain room for our ideas, images, and the traditional notions of assigning power to others on the condition that they represent and serve us?  Will our symbolic images remain those which citizens all over the world have the potential to create, or will they be the product of image-creators who serve their own agendas?  One certainty is that if the Cyber Elite is to be kept accountable to a public, that public must eventually be global in scope.  National accountability will be insufficient to reign in the power these individuals may wield on an international level.

As citizens plan for the very near future, the challenge lies in being able to rethink our notions of space and how to organize them.  The classical notions of representation involved holding individuals accountable to their fellow citizens, as defined by their common participation in a given space-- a community, state, or nation.  We must rethink these notions of space to include cyberspace-- and, at the same time, rethink our symbolic images so that they may unify individuals into communities which reside in this space.  Inevitably, this will involve a tug-of-war between elites and other individuals.  The former will wish to maintain a monopoly on symbolic images by employing the seduction of simulations to convince the public they have control over their lives.  The latter must assert genuine control in response, by creating symbols which represent an actual Internet community with its own language, mores, and rules for behavior which are beyond the power of the Cyber Elite to manipulate.

Abstract

This paper argues that post-industrial nations are in danger of being dominated by a small group of individuals who control access to information, and who manipulate symbols to affect the transmission of information.  As traditional media, entertainment, and Internet outlets merge, we are in the midst of creating a new global elite beyond the reach of individual nations. As such, the whole structure of information is controlled by fewer and fewer individuals. The existence of this elite is made possible by the new information technologies; further, sustaining their privileged position will require them to maintain dominance over these technologies.  This elite is more interlocking than any imagined by C. Wright Mills, and more powerful than even he could have imagined.  They control what we learn, what we see, the information we receive, and the very way we process it (and hence, what we can make of it).  The major challenge of democracy in the new millennium will be how to make these elites responsive to people when their very ideas of reality are being structured according to the elites’ wishes.
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